<table>
<thead>
<tr>
<th>#</th>
<th>Tracker</th>
<th>Status</th>
<th>Priority</th>
<th>Subject</th>
<th>Assignee</th>
<th>Updated</th>
</tr>
</thead>
<tbody>
<tr>
<td>3910</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>datasets: for type string the memcap isn't applied to the string data</td>
<td></td>
<td>09/07/2020 01:03 PM</td>
</tr>
<tr>
<td>3909</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>datasets: set created by rule uses default memcap</td>
<td></td>
<td>09/07/2020 09:43 AM</td>
</tr>
<tr>
<td>3904</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Suricata ASAN issue when detect.profiling.grouping.dump-to-disk=true</td>
<td></td>
<td>09/03/2020 03:46 PM</td>
</tr>
<tr>
<td>3896</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>app-layer-parser.c:1264: AppLayerParserParse: Assertion <code>!(res.needed + res.consumed &lt; input_len)</code> failed.</td>
<td></td>
<td>08/26/2020 02:36 PM</td>
</tr>
<tr>
<td>3894</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Option &quot;ttl&quot; exclusive range behavior is non-intuitive</td>
<td></td>
<td>08/24/2020 08:50 PM</td>
</tr>
<tr>
<td>3886</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>enip duplicate detect and alert on a transaction</td>
<td></td>
<td>08/20/2020 12:30 PM</td>
</tr>
<tr>
<td>3884</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>SC_ERR_INVALID_ENUM_MAP on rule load</td>
<td></td>
<td>08/18/2020 06:35 AM</td>
</tr>
<tr>
<td>3873</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>NET_RAW capability dropped for NFQ mode when uid/gid is specified</td>
<td></td>
<td>08/10/2020 06:01 PM</td>
</tr>
<tr>
<td>3867</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>windows: compile warnings</td>
<td></td>
<td>09/04/2020 02:06 PM</td>
</tr>
<tr>
<td>3856</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>DCERPC last response packet not logged</td>
<td></td>
<td>08/03/2020 06:38 AM</td>
</tr>
<tr>
<td>3846</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Infinite loop if the sniffing interface temporarily goes down</td>
<td></td>
<td>07/28/2020 06:24 PM</td>
</tr>
<tr>
<td>3834</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Suricata 'content' keyword does not match on IP <em>payload</em> when using IP keywords</td>
<td></td>
<td>07/19/2020 10:47 AM</td>
</tr>
<tr>
<td>3833</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Suricata 'content' keyword does not match on IP header data</td>
<td></td>
<td>07/19/2020 10:47 AM</td>
</tr>
<tr>
<td>3831</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Error build (5.0.X github)</td>
<td></td>
<td>07/15/2020 08:59 PM</td>
</tr>
<tr>
<td>3812</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>mingw: build warnings</td>
<td></td>
<td>07/07/2020 10:49 AM</td>
</tr>
<tr>
<td>3809</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Thresholding file-store rule with flowbits saves empty file to disk</td>
<td></td>
<td>07/01/2020 06:47 PM</td>
</tr>
<tr>
<td>3801</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Problem harware bypassing with Netronome</td>
<td></td>
<td>06/29/2020 03:00 PM</td>
</tr>
<tr>
<td>3800</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Netronome XDP mode: Unable to find 'cpus_count' map</td>
<td></td>
<td>06/29/2020 02:38 PM</td>
</tr>
<tr>
<td>3797</td>
<td>Bug</td>
<td>New</td>
<td>Low</td>
<td>Filestore Setup Excess Directory Slash</td>
<td></td>
<td>06/29/2020 04:24 AM</td>
</tr>
<tr>
<td>3782</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Once Suricata enters emergency mode it doe not recover properly</td>
<td></td>
<td>06/26/2020 08:00 AM</td>
</tr>
<tr>
<td>3780</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Negated content with distance FP</td>
<td></td>
<td>06/24/2020 05:12 PM</td>
</tr>
<tr>
<td>3771</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Extreme performance degradation when doing IP-only rules with flow-keyword</td>
<td></td>
<td>06/23/2020 05:01 PM</td>
</tr>
<tr>
<td>3769</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Memory leaks detected with negated content</td>
<td></td>
<td>06/12/2020 12:57 PM</td>
</tr>
<tr>
<td>3735</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Research side effects of libhtp mem usage</td>
<td>Angelo Mirabella</td>
<td>05/31/2020 04:30 PM</td>
</tr>
<tr>
<td>3726</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Segmentation fault on rule reload when using libmagic</td>
<td>Angelo Mirabella</td>
<td>05/28/2020 10:58 PM</td>
</tr>
<tr>
<td>3705</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>VarNameStoreLookupById: Assertion `!(current == ((void *)0))'</td>
<td>Angelo Mirabella</td>
<td>05/19/2020 02:52 PM</td>
</tr>
<tr>
<td>3703</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>fileinfo &quot;stored: false&quot; even if the file is kept on disk</td>
<td></td>
<td>05/18/2020 01:16 PM</td>
</tr>
<tr>
<td>3702</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>windows: when using compile against latest npcap traffic not seen unless bpf is used</td>
<td></td>
<td>05/17/2020 11:22 AM</td>
</tr>
<tr>
<td>3701</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>No tenant_id in eve-log for other types than alert</td>
<td></td>
<td>05/23/2020 05:59 AM</td>
</tr>
<tr>
<td>3698</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Incorrect max length of windivert filter</td>
<td>Community Ticket</td>
<td>08/24/2020 04:19 AM</td>
</tr>
<tr>
<td>3686</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>rust err on suricata 4.1.8 Windows compile</td>
<td></td>
<td>05/01/2020 12:06 PM</td>
</tr>
<tr>
<td>#</td>
<td>Tracker</td>
<td>Status</td>
<td>Priority</td>
<td>Subject</td>
<td>Assignee</td>
<td>Updated</td>
</tr>
<tr>
<td>------</td>
<td>---------</td>
<td>--------</td>
<td>----------</td>
<td>-------------------------------------------------------------------------</td>
<td>-------------------------</td>
<td>--------------------------</td>
</tr>
<tr>
<td>3685</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Incorrect logging level for messages</td>
<td></td>
<td>05/01/2020 01:44 AM</td>
</tr>
<tr>
<td>3656</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Matching and modifies requires double backslash in front of $ characters</td>
<td>Jason Ish</td>
<td>04/17/2020 04:02 PM</td>
</tr>
<tr>
<td>3617</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Missing icmp netflow</td>
<td></td>
<td>05/08/2020 07:17 PM</td>
</tr>
<tr>
<td>3542</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>FTP: expectation created in wrong direction.</td>
<td></td>
<td>03/19/2020 09:44 AM</td>
</tr>
<tr>
<td>3521</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Bypass of Detection Capabilities</td>
<td></td>
<td>03/12/2020 06:06 AM</td>
</tr>
<tr>
<td>3516</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Suricata Out of memory: Kill process</td>
<td>OISF Dev</td>
<td>03/17/2020 10:45 AM</td>
</tr>
<tr>
<td>3505</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Negations on contents within the http_cookie buffer causes FN if no http_cookie is present</td>
<td></td>
<td>02/26/2020 11:23 PM</td>
</tr>
<tr>
<td>3493</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>installed libhiredis includes/libs not found by configure script</td>
<td></td>
<td>02/20/2020 11:32 PM</td>
</tr>
<tr>
<td>3488</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Memory leak in 5.0.2</td>
<td></td>
<td>04/03/2020 09:51 PM</td>
</tr>
<tr>
<td>3480</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>EVE JSON - Incorrect Packet Logged</td>
<td></td>
<td>02/19/2020 09:41 PM</td>
</tr>
<tr>
<td>3477</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Suricata crashes when rules are reloaded</td>
<td></td>
<td>03/02/2020 09:04 AM</td>
</tr>
<tr>
<td>3459</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>SURICATA STREAM pkt seen on wrong thread</td>
<td></td>
<td>02/07/2020 12:33 PM</td>
</tr>
<tr>
<td>3455</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>asan ftp related leaks on the current gitmaster</td>
<td></td>
<td>06/14/2020 09:21 AM</td>
</tr>
<tr>
<td>3436</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Suricata Socket Control crashing using command 'reopen-log-files'</td>
<td></td>
<td>01/06/2020 07:24 PM</td>
</tr>
<tr>
<td>3432</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>python: ensure proper shabang on python scripts</td>
<td></td>
<td>01/01/2020 05:47 PM</td>
</tr>
<tr>
<td>3419</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>af_packet cluster_id is not used when trying to set fanout support.</td>
<td>OISF Dev</td>
<td>06/08/2020 08:26 AM</td>
</tr>
<tr>
<td>3375</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Tracking: file tracking/inspection performance issues</td>
<td>Victor Julien</td>
<td>12/03/2019 03:16 PM</td>
</tr>
<tr>
<td>3374</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Windows: Suricata does not warn upon insufficient permissions</td>
<td></td>
<td>12/01/2019 09:33 AM</td>
</tr>
<tr>
<td>3371</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>'suricatascc -c conf-get ...' returns outdated values after reloading suricata</td>
<td>OISF Dev</td>
<td>12/06/2019 10:33 PM</td>
</tr>
<tr>
<td>3361</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>json log files are not recreated if files are deleted</td>
<td></td>
<td>11/25/2019 11:14 PM</td>
</tr>
<tr>
<td>3359</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>suricata.log ownership not being set to run-as user/group</td>
<td>OISF Dev</td>
<td>11/23/2019 11:07 PM</td>
</tr>
<tr>
<td>3336</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Suricata compilation on windows / mingw</td>
<td>OISF Dev</td>
<td>11/27/2019 08:45 AM</td>
</tr>
<tr>
<td>3330</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Init script may not be properly cleaning up pid file.</td>
<td>Peter Manev</td>
<td>11/26/2019 01:15 PM</td>
</tr>
<tr>
<td>3257</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Lua PANIC: unprotected error in call to Lua API (stack overflow)</td>
<td>Community Ticket</td>
<td>10/21/2019 06:03 AM</td>
</tr>
<tr>
<td>3253</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>tls: handling of 'Not Before' date before unix epoch</td>
<td>Community Ticket</td>
<td>10/20/2019 08:51 PM</td>
</tr>
<tr>
<td>3238</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>rust compile fail on ppc64el</td>
<td>OISF Dev</td>
<td>10/20/2019 08:41 PM</td>
</tr>
<tr>
<td>3235</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Makefile:936: recipe for target 'install-rules' failed</td>
<td>Jason Ish</td>
<td>08/07/2020 01:54 PM</td>
</tr>
<tr>
<td>3220</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>ssl_version keyword negation (!) not working</td>
<td>Min-Gyu Jeon</td>
<td>10/13/2019 11:24 AM</td>
</tr>
<tr>
<td>3218</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>ssl_state does the wrong thing</td>
<td>OISF Dev</td>
<td>10/08/2019 01:50 PM</td>
</tr>
<tr>
<td>3182</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>warn user on wildcard usage without quotes</td>
<td>OISF Dev</td>
<td>09/20/2019 09:46 PM</td>
</tr>
<tr>
<td>3179</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>http_header_names not generating alerts</td>
<td>Peter Manev</td>
<td>09/20/2019 09:45 PM</td>
</tr>
<tr>
<td>3152</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>scan-build warning for detect sigordering</td>
<td>OISF Dev</td>
<td>09/06/2019 11:38 AM</td>
</tr>
<tr>
<td>3151</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>scan-build warning for detect port handling</td>
<td>OISF Dev</td>
<td>09/06/2019 11:38 AM</td>
</tr>
<tr>
<td>#</td>
<td>Tracker</td>
<td>Status</td>
<td>Priority</td>
<td>Subject</td>
<td>Assignee</td>
<td>Updated</td>
</tr>
<tr>
<td>----</td>
<td>---------</td>
<td>--------</td>
<td>----------</td>
<td>-----------------------------------------------------------------------------------------------------------------------</td>
<td>-------------------</td>
<td>--------------------</td>
</tr>
<tr>
<td>3150</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>scan-build warnings for detect address handling</td>
<td>OISF Dev</td>
<td>09/06/2019 11:37 AM</td>
</tr>
<tr>
<td>3149</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>scan-build warnings in radix implementation</td>
<td>OISF Dev</td>
<td>09/06/2019 11:34 AM</td>
</tr>
<tr>
<td>3148</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>scan-build warnings for ac implementations</td>
<td>OISF Dev</td>
<td>09/06/2019 11:33 AM</td>
</tr>
<tr>
<td>3147</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>scan-build warning for mime decoder</td>
<td>OISF Dev</td>
<td>09/06/2019 11:32 AM</td>
</tr>
<tr>
<td>3146</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>scan-build warning for asn1 parser</td>
<td>OISF Dev</td>
<td>09/06/2019 11:31 AM</td>
</tr>
<tr>
<td>3145</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>scan-build warning for af-packet</td>
<td>OISF Dev</td>
<td>09/06/2019 11:30 AM</td>
</tr>
<tr>
<td>3117</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>multiple valgrind reported warnings - 5.0.0-dev (9e126b210 2019-08-07)</td>
<td>OISF Dev</td>
<td>11/17/2019 08:19 AM</td>
</tr>
<tr>
<td>3095</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>default log dir not always honored - git master</td>
<td>OISF Dev</td>
<td>07/30/2019 08:42 PM</td>
</tr>
<tr>
<td>3087</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Prelude output IDMEF message issue</td>
<td>Community Ticket</td>
<td>08/08/2019 02:46 PM</td>
</tr>
<tr>
<td>3071</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>coverity warning in tls wrt tainted scalars</td>
<td>OISF Dev</td>
<td>07/05/2019 09:02 PM</td>
</tr>
<tr>
<td>3041</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>pcap: with -r &lt;single file&gt; pcap_open_offline failure does not lead to non-zero exit code</td>
<td>Pierre Chifflier</td>
<td>09/26/2019 05:59 AM</td>
</tr>
<tr>
<td>3040</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>IRC traffic parsed by FTP</td>
<td>OISF Dev</td>
<td>08/06/2019 11:01 PM</td>
</tr>
<tr>
<td>3026</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Windows MSI - add in service scripts</td>
<td>OISF Dev</td>
<td>06/09/2019 09:19 PM</td>
</tr>
<tr>
<td>2982</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>invalid dsize distance rule being loaded by suricata</td>
<td>Jason Taylor</td>
<td>05/23/2019 09:21 PM</td>
</tr>
<tr>
<td>2978</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>IRC traffic parsed by FTP</td>
<td>OISF Dev</td>
<td>06/27/2019 07:38 PM</td>
</tr>
<tr>
<td>2973</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>the flow after match the rules</td>
<td>John Smith</td>
<td>05/23/2019 09:23 PM</td>
</tr>
<tr>
<td>2963</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>scan-build warnings for pcap logging</td>
<td>OISF Dev</td>
<td>05/23/2019 09:25 PM</td>
</tr>
<tr>
<td>2954</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Strange interaction with.afpacket - high CPU usage and no packet processing</td>
<td>Community Ticket</td>
<td>05/23/2019 10:04 PM</td>
</tr>
<tr>
<td>2934</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>VLAN tags stripped when saving pcap log</td>
<td>OISF Dev</td>
<td>05/23/2019 09:28 PM</td>
</tr>
<tr>
<td>2933</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Suricata 4.1.3 block flow</td>
<td>Community Ticket</td>
<td>05/23/2019 09:30 PM</td>
</tr>
<tr>
<td>2928</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>alerts on icmp signatures in 4.0.x and 4.1.x</td>
<td>OISF Dev</td>
<td>09/27/2019 09:59 AM</td>
</tr>
<tr>
<td>2918</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Unable to mmap, error Resource temporarily unavailable - err seems OS specific</td>
<td>Community Ticket</td>
<td>11/22/2019 05:25 PM</td>
</tr>
<tr>
<td>2917</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Unable to find the sm in any of the sm lists</td>
<td>OISF Dev</td>
<td>03/18/2020 12:18 PM</td>
</tr>
<tr>
<td>2908</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>ip only rules cause suricata to take 17 minutes to start</td>
<td>Victor Julien</td>
<td>08/07/2020 01:55 PM</td>
</tr>
<tr>
<td>2891</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Empty rname in DNS answer for non-recurse NS answers</td>
<td>Jason Ish</td>
<td>06/15/2019 09:54 PM</td>
</tr>
<tr>
<td>2886</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>IMAP fail to register app layer protocol detection</td>
<td>Community Ticket</td>
<td>01/30/2020 01:31 PM</td>
</tr>
<tr>
<td>2858</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>app-layer-protocol:failed; doesn't match traffic with ALPROTO_UNKNOWN</td>
<td>Community Ticket</td>
<td>08/29/2019 10:18 PM</td>
</tr>
<tr>
<td>2836</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>signature with fil EMC does not honor flowbits</td>
<td>OISF Dev</td>
<td>02/25/2019 09:36 PM</td>
</tr>
<tr>
<td>2814</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>suricatasc: hangs indefinitely and uses too much processing for pcap-file-continuous command</td>
<td>Danny Browning</td>
<td>08/07/2020 01:54 PM</td>
</tr>
<tr>
<td>2809</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Applayer Mismatch protocol both directions for kerberos AS-REQ/KDC_ERR_PREAUTH_REQUIRED exchange</td>
<td>Pierre Chifflier</td>
<td>06/15/2019 09:53 PM</td>
</tr>
<tr>
<td>2795</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>asan leak: processing of empty pcap</td>
<td>Community Ticket</td>
<td>03/12/2019 11:39 AM</td>
</tr>
<tr>
<td>2773</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>add suricata-update to MSI packaging</td>
<td>Peter Manev</td>
<td>06/15/2019 09:52 PM</td>
</tr>
<tr>
<td>2763</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>different number of events on exact same runs with asan and no asan builds</td>
<td>OISF Dev</td>
<td>06/15/2019 09:52 PM</td>
</tr>
<tr>
<td>#</td>
<td>Tracker</td>
<td>Status</td>
<td>Priority</td>
<td>Subject</td>
<td>Assignee</td>
<td>Updated</td>
</tr>
<tr>
<td>-----</td>
<td>---------</td>
<td>--------</td>
<td>----------</td>
<td>-------------------------------------------------------------------------</td>
<td>----------------------</td>
<td>-----------------------------</td>
</tr>
<tr>
<td>2739</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Incorrect detection of the jit support of libpcre</td>
<td>Community Ticket</td>
<td>09/26/2019 09:58 AM</td>
</tr>
<tr>
<td>2718</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>pkts/drops counters discrepancy</td>
<td>OISF Dev</td>
<td>07/27/2019 09:49 PM</td>
</tr>
<tr>
<td>2627</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>lua: load script from same location as rule file if not in default rule location</td>
<td>Stian Bergseth</td>
<td>07/27/2019 09:45 PM</td>
</tr>
<tr>
<td>2623</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Missing http.status information in eve.log according to tcp packets.</td>
<td>Victor Julien</td>
<td>07/09/2019 07:06 PM</td>
</tr>
<tr>
<td>2500</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>stored will always equal false in fileinfo events</td>
<td>Elazar Broad</td>
<td>02/14/2019 06:58 PM</td>
</tr>
<tr>
<td>2494</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Invalid Base64 payload for filemd5 alerts</td>
<td>OISF Dev</td>
<td>04/24/2018 10:10 PM</td>
</tr>
<tr>
<td>2479</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>http_cookie negation fails if no cookie in traffic</td>
<td>OISF Dev</td>
<td>04/07/2018 10:08 PM</td>
</tr>
<tr>
<td>2429</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>TCP-session and wrong alert timestamp</td>
<td>OISF Dev</td>
<td>07/23/2019 08:32 PM</td>
</tr>
<tr>
<td>2378</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>log rotation <code>flag</code> should be atomic</td>
<td>Community Ticket</td>
<td>02/23/2019 10:04 PM</td>
</tr>
<tr>
<td>2358</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Inconsistent DNS/flows extracted from pcap</td>
<td>OISF Dev</td>
<td>03/04/2019 09:50 PM</td>
</tr>
<tr>
<td>2351</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Suricata with alert-prelude option sending only one IDMEF message (not more).</td>
<td>Community Ticket</td>
<td>07/27/2019 10:43 PM</td>
</tr>
<tr>
<td>2305</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>unified2 alerts not including xff ips using extra-data mode</td>
<td>Community Ticket</td>
<td>07/27/2019 10:42 PM</td>
</tr>
<tr>
<td>2249</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>rule with file keyword used with ip or tcp not seen as invalid</td>
<td>OISF Dev</td>
<td>07/10/2019 09:15 PM</td>
</tr>
<tr>
<td>2224</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Negated http_ * match returns false if buffer not populated</td>
<td>OISF Dev</td>
<td>07/12/2019 01:33 PM</td>
</tr>
<tr>
<td>2221</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Suricata batch processing slowed down by 0.2s intervals</td>
<td>OISF Dev</td>
<td>02/25/2020 11:08 AM</td>
</tr>
<tr>
<td>2205</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Buffer confusion with fast_pattern:only;</td>
<td>OISF Dev</td>
<td>07/09/2019 10:04 PM</td>
</tr>
<tr>
<td>2190</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>apparent 1000 character limit in threshold.conf IP lists</td>
<td>OISF Dev</td>
<td>07/23/2019 08:39 PM</td>
</tr>
<tr>
<td>2147</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>fileinfo: sha1 hash not logged if state == TRUNCATED</td>
<td>Fanny Dwargee</td>
<td>06/17/2019 02:29 PM</td>
</tr>
<tr>
<td>2094</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>luajit: SCFlowvarGet always returns null</td>
<td>OISF Dev</td>
<td>02/25/2020 11:08 AM</td>
</tr>
<tr>
<td>2091</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>nonexistent/misspelled custom fields accepted during parsing of suricata.yaml</td>
<td>OISF Dev</td>
<td>07/12/2019 07:28 AM</td>
</tr>
<tr>
<td>2013</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>failure of TCP after DOS attack</td>
<td>Community Ticket</td>
<td>07/27/2019 10:25 PM</td>
</tr>
<tr>
<td>1922</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>runmodes: memory leaks</td>
<td>Community Ticket</td>
<td>09/27/2019 11:48 AM</td>
</tr>
<tr>
<td>1911</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Commandline provided configuration values don't persist after initial startup</td>
<td>Jason Ish</td>
<td>07/09/2019 09:43 PM</td>
</tr>
<tr>
<td>1881</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>pcap logging out of order</td>
<td>OISF Dev</td>
<td>09/27/2019 12:59 PM</td>
</tr>
<tr>
<td>1826</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Rule validation bug with fast_pattern:only and specified buffers</td>
<td>OISF Dev</td>
<td>08/07/2020 02:15 PM</td>
</tr>
<tr>
<td>1772</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Inconsistent number of alerts while reading a pcap - runmode single/autofp.unix-socket</td>
<td>OISF Dev</td>
<td>09/27/2019 01:17 PM</td>
</tr>
<tr>
<td>1722</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>ip rules don't trigger under the context of 'flow:stateless'</td>
<td>OISF Dev</td>
<td>09/27/2019 01:27 PM</td>
</tr>
<tr>
<td>1711</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Ethernet Header Missing From JSON Packet Field</td>
<td>OISF Dev</td>
<td>07/22/2019 11:09 AM</td>
</tr>
<tr>
<td>1567</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>TCP: Evasion issue</td>
<td>OISF Dev</td>
<td>07/29/2019 08:27 PM</td>
</tr>
<tr>
<td>1526</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Malformed encoded base64 packet in json logs</td>
<td>OISF Dev</td>
<td>07/29/2019 10:15 PM</td>
</tr>
<tr>
<td>1484</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Remove BUG_ON(1) statements in the packet path</td>
<td>OISF Dev</td>
<td>09/26/2019 10:36 AM</td>
</tr>
<tr>
<td>1412</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>byte_test checks before byte_extract happens in some cases</td>
<td>OISF Dev</td>
<td>07/09/2019 09:32 PM</td>
</tr>
<tr>
<td>1370</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>sctp fp on suricata engine</td>
<td>OISF Dev</td>
<td>07/09/2019 09:34 PM</td>
</tr>
<tr>
<td>#</td>
<td>Tracker</td>
<td>Status</td>
<td>Priority</td>
<td>Subject</td>
<td>Assignee</td>
<td>Updated</td>
</tr>
<tr>
<td>-----</td>
<td>---------</td>
<td>---------</td>
<td>----------</td>
<td>------------------------------------------------------------------------</td>
<td>------------------------------</td>
<td>------------------------------</td>
</tr>
<tr>
<td>1247</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Using suppress in threshold.config does not prevent dropping</td>
<td>Community Ticket</td>
<td>02/23/2019 10:15 PM</td>
</tr>
<tr>
<td>924</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>missing space between variable and value in suricata.yaml</td>
<td>OISF Dev</td>
<td>07/09/2019 09:40 PM</td>
</tr>
<tr>
<td>923</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>memcap value in suricata.yaml</td>
<td>OISF Dev</td>
<td>08/07/2019 02:23 PM</td>
</tr>
<tr>
<td>868</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Makefile.in doesn't use its own INSTALL variable definition</td>
<td>Community Ticket</td>
<td>09/25/2019 07:36 PM</td>
</tr>
<tr>
<td>849</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Not alerting on invalid http request Content-Length</td>
<td>OISF Dev</td>
<td>09/25/2019 07:35 PM</td>
</tr>
<tr>
<td>786</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>missing space between variable and value in suricata.yaml</td>
<td>Community Ticket</td>
<td>03/12/2019 11:58 AM</td>
</tr>
<tr>
<td>778</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>_ipv6 addr with nat64 notation</td>
<td>OISF Dev</td>
<td>07/29/2019 10:02 PM</td>
</tr>
<tr>
<td>708</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Flow vars issue in pcap file mode</td>
<td>OISF Dev</td>
<td>07/10/2019 09:27 PM</td>
</tr>
<tr>
<td>608</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>engine address parsing issue with negation</td>
<td>OISF Dev</td>
<td>09/24/2019 08:20 PM</td>
</tr>
<tr>
<td>569</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>display syntax requirement on keyword parsing error</td>
<td>Jason Taylor</td>
<td>09/04/2019 06:22 PM</td>
</tr>
<tr>
<td>551</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Replace SCLogError by a counter for memory issue and other memcap</td>
<td>OISF Dev</td>
<td>05/23/2019 09:59 PM</td>
</tr>
<tr>
<td>500</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>duplicate values in host-os-policy not detected</td>
<td>Community Ticket</td>
<td>07/27/2019 10:39 PM</td>
</tr>
<tr>
<td>376</td>
<td>Bug</td>
<td>New</td>
<td>Normal</td>
<td>Windows - Failure when trying to get MTU</td>
<td>Community Ticket</td>
<td>03/12/2019 11:57 AM</td>
</tr>
</tbody>
</table>