<table>
<thead>
<tr>
<th>#</th>
<th>Tracker</th>
<th>Status</th>
<th>Priority</th>
<th>Subject</th>
<th>Assignee</th>
<th>Updated</th>
</tr>
</thead>
<tbody>
<tr>
<td>3891</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>suricata-5.0.2 inline can't run in worker mode</td>
<td></td>
<td>08/25/2020 12:07 PM</td>
</tr>
<tr>
<td>3878</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata-5.0.3 fails to compile on OpenSUSE Leap-15_2 Linux 5.3.18-1p152.33-default with undefined reference to 'DecodeERSPAN'</td>
<td></td>
<td>08/16/2020 06:20 AM</td>
</tr>
<tr>
<td>3807</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Evebox Setup</td>
<td></td>
<td>07/07/2020 06:06 AM</td>
</tr>
<tr>
<td>3777</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Compiling Suricata with Hyperscan Issue</td>
<td></td>
<td>06/16/2020 04:05 PM</td>
</tr>
<tr>
<td>3758</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata Installation</td>
<td></td>
<td>07/07/2020 07:53 PM</td>
</tr>
<tr>
<td>3737</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>can Suricata integrate with Kibana?</td>
<td></td>
<td>06/29/2020 04:01 PM</td>
</tr>
<tr>
<td>3718</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>meaning of output</td>
<td></td>
<td>05/20/2020 05:53 PM</td>
</tr>
<tr>
<td>3717</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>suricata.service</td>
<td></td>
<td>06/29/2020 03:58 PM</td>
</tr>
<tr>
<td>3704</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata alerts don't show up in Prelude-SIEM</td>
<td>Community Ticket</td>
<td>05/19/2020 10:15 AM</td>
</tr>
<tr>
<td>3634</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>meaning of 'app_layer.flow.failed''</td>
<td></td>
<td>04/26/2020 11:23 AM</td>
</tr>
<tr>
<td>3627</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>suricata reload not working after configuring rules in disable.conf</td>
<td></td>
<td>04/10/2020 08:35 AM</td>
</tr>
<tr>
<td>3537</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>&lt;Error&gt; (DetectLoadSigFile) -- [ERRCODE: SC_ERR_INVALID_SIGNATURE(39)]</td>
<td>leonardo kasper</td>
<td>04/01/2020 07:22 PM</td>
</tr>
<tr>
<td>3530</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Fail to start under widows with [ERRCODE: SC_ERR_DUPLICATE_SIG(176)] - Duplicate signature</td>
<td>Victor Julien</td>
<td>09/05/2020 09:41 PM</td>
</tr>
<tr>
<td>3520</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Applying filters</td>
<td>Shivani Bhardwaj</td>
<td>03/26/2020 07:40 PM</td>
</tr>
<tr>
<td>3511</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>modify regexes not being applied reliably</td>
<td>Shivani Bhardwaj</td>
<td>03/17/2020 11:52 AM</td>
</tr>
<tr>
<td>3502</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>suricata.rules</td>
<td></td>
<td>04/26/2020 11:22 AM</td>
</tr>
<tr>
<td>3500</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>errors/warnings at startup</td>
<td></td>
<td>04/26/2020 11:22 AM</td>
</tr>
<tr>
<td>3499</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Configuring rules for IDS/IPS</td>
<td></td>
<td>04/26/2020 11:22 AM</td>
</tr>
<tr>
<td>3462</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>All rules load with error including ET Open</td>
<td></td>
<td>02/09/2020 02:57 PM</td>
</tr>
<tr>
<td>3456</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>AF_PACKET in IPS Mode Drop GRE</td>
<td></td>
<td>09/05/2020 09:42 PM</td>
</tr>
<tr>
<td>3447</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>I need help installing Suricata because it is presenting these errors</td>
<td></td>
<td>09/05/2020 09:38 PM</td>
</tr>
<tr>
<td>3442</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>flow.pkts_toserver</td>
<td></td>
<td>09/05/2020 09:37 PM</td>
</tr>
<tr>
<td>3438</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>tcp stream gap and packet loss in network</td>
<td></td>
<td>03/27/2020 08:46 PM</td>
</tr>
<tr>
<td>3428</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>fail-open config no effect</td>
<td>John Smith</td>
<td>09/05/2020 09:37 PM</td>
</tr>
<tr>
<td>3426</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Do rules need to change when moving on suricata5.0 ?</td>
<td></td>
<td>04/26/2020 12:20 PM</td>
</tr>
<tr>
<td>3420</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>suricata filestore v1 and v2 loss files after a period of time</td>
<td></td>
<td>09/05/2020 09:38 PM</td>
</tr>
<tr>
<td>3418</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>app-layer-htp.c:880:9: error: implicit declaration of function 'htp_connp_req_close' is invalid in C99</td>
<td></td>
<td>01/30/2020 11:50 AM</td>
</tr>
<tr>
<td>3416</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>configure script fails while performing pf_ring checks</td>
<td></td>
<td>12/14/2019 06:16 PM</td>
</tr>
<tr>
<td>#</td>
<td>Tracker</td>
<td>Status</td>
<td>Priority</td>
<td>Subject</td>
<td>Assignee</td>
<td>Updated</td>
</tr>
<tr>
<td>-----</td>
<td>---------</td>
<td>----------</td>
<td>----------</td>
<td>-----------------------------------------------------------------------</td>
<td>---------------------</td>
<td>------------------------</td>
</tr>
<tr>
<td>3415</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata 5.0.1 broken (undefined symbol: htp_connp_req_close)</td>
<td></td>
<td>12/14/2019 01:17 PM</td>
</tr>
<tr>
<td>3407</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Exclusion of source after removal from update.yaml</td>
<td>Shivani Bhardwaj</td>
<td>12/15/2019 06:29 AM</td>
</tr>
<tr>
<td>3384</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Lua Script Debugging</td>
<td></td>
<td>09/05/2020 09:35 PM</td>
</tr>
<tr>
<td>3377</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>AF_Packet IPS Mode is not Dropping Traffic</td>
<td>Taylor Walton</td>
<td>09/05/2020 09:36 PM</td>
</tr>
<tr>
<td>3366</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>CentOS 7.x, systemd, suricata stopping when started by systemd, but not command-line</td>
<td>Hugh McLenanaghan</td>
<td>09/05/2020 09:35 PM</td>
</tr>
<tr>
<td>3360</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>protocol ftp doesn't support file matching; file_store_v2 error about ftp flow</td>
<td></td>
<td>09/05/2020 09:34 PM</td>
</tr>
<tr>
<td>3320</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Significant packet loss when using Suricata with Rust enabled</td>
<td>Community Ticket</td>
<td>09/05/2020 09:34 PM</td>
</tr>
<tr>
<td>3259</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>IPv4 fragmentation</td>
<td>Community Ticket</td>
<td>09/05/2020 09:32 PM</td>
</tr>
<tr>
<td>3252</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Matching a long list of tls.fingerprint fields is extremely CPU intensive</td>
<td></td>
<td>08/07/2020 02:11 PM</td>
</tr>
<tr>
<td>3239</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Configure the best performance when running large numbers of files offline</td>
<td>Community Ticket</td>
<td>09/05/2020 09:30 PM</td>
</tr>
<tr>
<td>3233</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Advice to enable SCLogDebug vs SCLogConfig output</td>
<td>Brian Jones</td>
<td>09/05/2020 09:32 PM</td>
</tr>
<tr>
<td>3227</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>How to obtain Suricata Reassembled TCP UDP stream in the source code</td>
<td>Community Ticket</td>
<td>09/05/2020 09:42 PM</td>
</tr>
<tr>
<td>3214</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>suspicious domains when googling for suricata information.</td>
<td>Community Ticket</td>
<td>09/05/2020 09:30 PM</td>
</tr>
<tr>
<td>3211</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>negative flow age</td>
<td>Community Ticket</td>
<td>09/05/2020 09:30 PM</td>
</tr>
<tr>
<td>3198</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>max suricata pps/throughput with nfq</td>
<td></td>
<td>04/26/2020 12:21 PM</td>
</tr>
<tr>
<td>3197</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>suricata dropping traffic on alert</td>
<td>Community Ticket</td>
<td>10/07/2019 08:41 PM</td>
</tr>
<tr>
<td>3193</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Compile: error: implicit declaration of function 'htp_config_set_lzma_memlimit' is invalid in C99</td>
<td>Community Ticket</td>
<td>09/24/2019 05:21 PM</td>
</tr>
<tr>
<td>3183</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Dropping privileges on debian. Permission denied to bind to socket</td>
<td></td>
<td>09/23/2019 08:26 PM</td>
</tr>
<tr>
<td>3163</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>The modbus engine doesn't detect the modbus response data</td>
<td></td>
<td>03/27/2020 06:52 PM</td>
</tr>
<tr>
<td>3134</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>rule reload sometimes not working in worker runmode</td>
<td>OISF Dev</td>
<td>09/26/2019 07:43 AM</td>
</tr>
<tr>
<td>3132</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>suricata can't capture all the packets</td>
<td>yg lu</td>
<td>09/05/2019 11:27 AM</td>
</tr>
<tr>
<td>3131</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Protocol identifiers</td>
<td>Community Ticket</td>
<td>09/05/2020 09:27 PM</td>
</tr>
<tr>
<td>3126</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata can't drop privilages on Debian 10</td>
<td>Community Ticket</td>
<td>09/05/2020 09:27 PM</td>
</tr>
<tr>
<td>3125</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Debug suricata</td>
<td>OISF Dev</td>
<td>09/26/2019 07:40 AM</td>
</tr>
<tr>
<td>3121</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>centos7 lua support</td>
<td>Community Ticket</td>
<td>08/29/2019 08:05 PM</td>
</tr>
<tr>
<td>3116</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>run</td>
<td>reza bahrami</td>
<td>09/26/2019 07:44 AM</td>
</tr>
<tr>
<td>3115</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Problems with starting Suricata on Windows 2016</td>
<td>Peter Manev</td>
<td>09/05/2020 09:26 PM</td>
</tr>
<tr>
<td>3114</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Forcing size limitation on eve.json file</td>
<td></td>
<td>08/20/2019 10:32 AM</td>
</tr>
<tr>
<td>3110</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>how</td>
<td></td>
<td>08/10/2019 08:10 AM</td>
</tr>
<tr>
<td>3106</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Illegal Instruction on Suricata Master</td>
<td></td>
<td>09/26/2019 10:00 AM</td>
</tr>
<tr>
<td>3104</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>eve-nsm log of flow has timestamp much later than flow end</td>
<td>Community Ticket</td>
<td>09/05/2020 09:26 PM</td>
</tr>
<tr>
<td>3102</td>
<td>Support</td>
<td>Closed</td>
<td>Low</td>
<td>Rule sid: 2019401 does not get disabled</td>
<td>Shivani Bhardwaj</td>
<td>03/09/2020 09:49 PM</td>
</tr>
<tr>
<td>#</td>
<td>Tracker</td>
<td>Status</td>
<td>Priority</td>
<td>Subject</td>
<td>Assignee</td>
<td>Updated</td>
</tr>
<tr>
<td>------</td>
<td>---------</td>
<td>------------</td>
<td>----------</td>
<td>-----------------------------------------------------------</td>
<td>------------------</td>
<td>----------------------</td>
</tr>
<tr>
<td>3079</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata Getting Updates</td>
<td>Community Ticket</td>
<td>07/22/2019 10:13 AM</td>
</tr>
<tr>
<td>3064</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>No alert when try to do pentest on my network using DOS</td>
<td>Community Ticket</td>
<td>09/05/2020 09:25 PM</td>
</tr>
<tr>
<td>3052</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>util-ebpf.c compile error</td>
<td></td>
<td>06/20/2019 07:50 PM</td>
</tr>
<tr>
<td>3050</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata Installed pfSense 2.4.4 No /etc/suricata/suricata.yaml</td>
<td>Community Ticket</td>
<td>07/09/2019 07:00 PM</td>
</tr>
<tr>
<td>3048</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>the modbus packets have been limited</td>
<td>Community Ticket</td>
<td>09/26/2019 08:02 AM</td>
</tr>
<tr>
<td>3045</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>How limiting the number of alerts in the fast.log</td>
<td></td>
<td>04/26/2020 11:24 AM</td>
</tr>
<tr>
<td>3037</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>The rules detect order</td>
<td></td>
<td>06/14/2019 08:01 PM</td>
</tr>
<tr>
<td>3013</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>The rules detect order</td>
<td></td>
<td>09/05/2020 09:28 PM</td>
</tr>
<tr>
<td>2998</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Rules Reload doesn't work properly</td>
<td>Leonid Inodin</td>
<td>08/23/2019 09:54 AM</td>
</tr>
<tr>
<td>2997</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>IPS AF_Packet mode and decoder invalid</td>
<td>Community Ticket</td>
<td>09/26/2019 08:30 AM</td>
</tr>
<tr>
<td>2995</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>How to parse the big traffics</td>
<td>Victor Julien</td>
<td>07/09/2019 06:55 PM</td>
</tr>
<tr>
<td>2994</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Cygwin compilation of Suricata fails</td>
<td></td>
<td>04/26/2020 12:21 PM</td>
</tr>
<tr>
<td>2990</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>files-json.log is empty</td>
<td>Anh Pham</td>
<td>09/26/2019 08:47 AM</td>
</tr>
<tr>
<td>2989</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>suricata parses lowly in a large traffic</td>
<td>Community Ticket</td>
<td>09/26/2019 08:47 AM</td>
</tr>
<tr>
<td>2984</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>no parser output</td>
<td></td>
<td>05/17/2019 04:43 AM</td>
</tr>
<tr>
<td>2983</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>no modbus output</td>
<td>Community Ticket</td>
<td>09/26/2019 08:53 AM</td>
</tr>
<tr>
<td>2981</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>&quot;state&quot;: &quot;TRUNCATED&quot; for large files (may be caused by CheckGap function)</td>
<td>Community Ticket</td>
<td>09/26/2019 08:53 AM</td>
</tr>
<tr>
<td>2980</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>How to set rules on Mail &amp; Print traffic</td>
<td>Community Ticket</td>
<td>09/26/2019 08:54 AM</td>
</tr>
<tr>
<td>2972</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>How can I get the mac at the NFQ mode</td>
<td></td>
<td>05/24/2019 04:54 AM</td>
</tr>
<tr>
<td>2971</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>How can I get ??</td>
<td></td>
<td>05/08/2019 01:47 PM</td>
</tr>
<tr>
<td>2967</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Modbus Alerts</td>
<td></td>
<td>05/24/2019 04:56 AM</td>
</tr>
<tr>
<td>2956</td>
<td>Support</td>
<td>Closed</td>
<td>Low</td>
<td>Beginner Guide Please about Windows 64-bit installer: Suricata-4.1.3-1-64bit.msi</td>
<td></td>
<td>04/26/2020 12:22 PM</td>
</tr>
<tr>
<td>2922</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Issue with multiple network interfaces - &quot;Could't set fanout mode, error Invalid argument&quot;</td>
<td></td>
<td>04/08/2019 11:56 AM</td>
</tr>
<tr>
<td>2910</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>When we enable the filetype to unix_stream or unix_gram for eve-log it is not creating a file.</td>
<td></td>
<td>04/24/2019 01:54 PM</td>
</tr>
<tr>
<td>2905</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>empty JA3 field</td>
<td></td>
<td>03/27/2019 07:49 AM</td>
</tr>
<tr>
<td>2900</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>alert 'SURICATA STREAM pkt seen on wrong thread' when run mode set to workers</td>
<td>OISF Dev</td>
<td>09/05/2020 09:24 PM</td>
</tr>
<tr>
<td>2890</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>HTTP alert isn't triggered when writing &quot;...&quot; as part of the scanned URI</td>
<td></td>
<td>03/21/2019 02:47 PM</td>
</tr>
<tr>
<td>2819</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>No PDF files can be accessed</td>
<td></td>
<td>02/16/2019 11:00 AM</td>
</tr>
<tr>
<td>2804</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Behavior old rules, during update</td>
<td>Jason Ish</td>
<td>03/12/2019 11:13 AM</td>
</tr>
<tr>
<td>2801</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Disable/Enable suricata logs on a running instance</td>
<td></td>
<td>02/18/2019 09:57 AM</td>
</tr>
<tr>
<td>2799</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Spec file for suricata 4.x build</td>
<td>Community Ticket</td>
<td>09/26/2019 09:35 AM</td>
</tr>
<tr>
<td>2790</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>rule_perf.log repeating the same results</td>
<td></td>
<td>01/23/2019 07:15 PM</td>
</tr>
<tr>
<td>2777</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata possibly stopping browsing to a single website</td>
<td>Community Ticket</td>
<td>06/15/2019 10:09 PM</td>
</tr>
</tbody>
</table>

09/07/2020
<table>
<thead>
<tr>
<th>#</th>
<th>Tracker</th>
<th>Status</th>
<th>Priority</th>
<th>Subject</th>
<th>Assignee</th>
<th>Updated</th>
</tr>
</thead>
<tbody>
<tr>
<td>2768</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Some HTTP events are not written to EVE file</td>
<td></td>
<td>01/14/2019 01:20 PM</td>
</tr>
<tr>
<td>2742</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>help with inline IPS</td>
<td>Community Ticket</td>
<td>09/26/2019 09:57 AM</td>
</tr>
<tr>
<td>2729</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>/var/log/suricata/fast.log full because of a rules</td>
<td></td>
<td>03/11/2019 02:14 PM</td>
</tr>
<tr>
<td>2721</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>ERRCODE: SC_ERR_AFP_CREATE(190) - Filter compilation failed.</td>
<td></td>
<td>05/24/2019 05:14 AM</td>
</tr>
<tr>
<td>2720</td>
<td>Support</td>
<td>Closed</td>
<td>Low</td>
<td>Suricata + Netmap + FreeBSD -- source of bad pkt netmap errors?</td>
<td>booble tins</td>
<td>09/26/2019 10:03 AM</td>
</tr>
<tr>
<td>2715</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>deadlock between all detect thread and flow manager thread</td>
<td></td>
<td>02/18/2019 09:57 AM</td>
</tr>
<tr>
<td>2702</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Please help advice warning log about &quot;detect-flowbits.c&quot;:480&quot;.</td>
<td></td>
<td>11/27/2018 04:11 PM</td>
</tr>
<tr>
<td>2692</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Please help found error when Start Suricata with XDP (Kernel 14.15.18, Debian 9, NIC Intel X710)</td>
<td></td>
<td>11/21/2018 11:08 AM</td>
</tr>
<tr>
<td>2690</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Is ssl decrytion supported in suricata?</td>
<td></td>
<td>03/11/2019 02:16 PM</td>
</tr>
<tr>
<td>2666</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>add BPF filter from /etc/init.d/suricata to /etc/suricata/suricata.yaml</td>
<td></td>
<td>03/11/2019 02:16 PM</td>
</tr>
<tr>
<td>2660</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>structing fast.log and store to elasticsearch</td>
<td></td>
<td>03/11/2019 02:17 PM</td>
</tr>
<tr>
<td>2647</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>how i can get all http data</td>
<td></td>
<td>10/26/2018 03:04 PM</td>
</tr>
<tr>
<td>2643</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>suricata 3.2 hang after a period time with pfring zc</td>
<td></td>
<td>05/23/2019 09:53 PM</td>
</tr>
<tr>
<td>2642</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>ignoring/drop GRE or MPLS protele into Suricata IDS</td>
<td>lololol party</td>
<td>07/09/2019 06:48 PM</td>
</tr>
<tr>
<td>2636</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>I need help fort IPS inline doesn't drop</td>
<td>OISF Dev</td>
<td>02/18/2019 11:10 PM</td>
</tr>
<tr>
<td>2635</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Multi-threading not working correctly</td>
<td>FATEMA WALA</td>
<td>09/23/2019 09:34 PM</td>
</tr>
<tr>
<td>2631</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Intergrate intel DPDK and Suricata</td>
<td></td>
<td>02/18/2019 10:00 AM</td>
</tr>
<tr>
<td>2625</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>&lt;Info&gt; - failed to run script: not enough memory</td>
<td>Samiuix A</td>
<td>06/20/2019 07:05 PM</td>
</tr>
<tr>
<td>2624</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Does dszie support stream_size when combined?</td>
<td></td>
<td>11/21/2018 11:43 AM</td>
</tr>
<tr>
<td>2622</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>The big difference in execution time between enabled and disabled eve-log</td>
<td></td>
<td>03/11/2019 02:22 PM</td>
</tr>
<tr>
<td>2618</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>suricata 4.0.5 + pfring 7.2.0 crashes</td>
<td></td>
<td>09/26/2019 03:06 PM</td>
</tr>
<tr>
<td>2612</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>suricata.yaml vars address-groups config not take effect</td>
<td></td>
<td>08/31/2018 11:25 AM</td>
</tr>
<tr>
<td>2578</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>How to distinguish the alert</td>
<td></td>
<td>08/21/2018 02:27 PM</td>
</tr>
<tr>
<td>2575</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Permission denied opening suricata-command.socket on CentOS 7 using EPEL packages</td>
<td></td>
<td>08/13/2018 12:30 PM</td>
</tr>
<tr>
<td>2564</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>http method POST alert not triggering</td>
<td></td>
<td>03/11/2019 02:27 PM</td>
</tr>
<tr>
<td>2548</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>suricata flow management in 10gbs environment</td>
<td></td>
<td>03/30/2018 07:53 AM</td>
</tr>
<tr>
<td>2547</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Blocking does not happen</td>
<td></td>
<td>02/18/2019 09:56 AM</td>
</tr>
<tr>
<td>2546</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata 4.0.x blocking issues</td>
<td>Victor Julien</td>
<td>11/02/2018 01:09 PM</td>
</tr>
<tr>
<td>2523</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Set AF_PACKET bpf filter &quot;/etc/suricata/suricata.yaml&quot; failed when starting Suricata</td>
<td></td>
<td>07/02/2018 02:05 PM</td>
</tr>
<tr>
<td>2517</td>
<td>Support</td>
<td>Closed</td>
<td>High</td>
<td>Reload rules for tenants in Multi Tenancy mode</td>
<td></td>
<td>06/19/2018 08:22 PM</td>
</tr>
<tr>
<td>2512</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>http events - Weird unicode characters and truncation in some of http_method/http_user_agent fields</td>
<td>Victor Julien</td>
<td>11/02/2018 01:09 PM</td>
</tr>
<tr>
<td>2508</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata cannot decode 6LoWPAN captures</td>
<td></td>
<td>02/18/2019 09:55 AM</td>
</tr>
<tr>
<td>2499</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>scaling at 40G</td>
<td>Peter Manev</td>
<td>11/05/2018 03:05 PM</td>
</tr>
</tbody>
</table>

09/07/2020
<table>
<thead>
<tr>
<th>#</th>
<th>Tracker</th>
<th>Status</th>
<th>Priority</th>
<th>Subject</th>
<th>Assignee</th>
<th>Updated</th>
</tr>
</thead>
<tbody>
<tr>
<td>2476</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Eve-log output data</td>
<td></td>
<td>11/21/2018 02:40 PM</td>
</tr>
<tr>
<td>2475</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>offset can also be a negative number?</td>
<td>tag 7ym0n</td>
<td>09/23/2019 09:33 PM</td>
</tr>
<tr>
<td>2471</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Following error observed after installation and first run</td>
<td>Jason Taylor</td>
<td>11/13/2018 06:40 PM</td>
</tr>
<tr>
<td>2453</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Big flows are split</td>
<td>OISF Dev</td>
<td>09/23/2019 09:33 PM</td>
</tr>
<tr>
<td>2436</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>pc_re_exec error</td>
<td></td>
<td>02/13/2018 02:28 PM</td>
</tr>
<tr>
<td>2431</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Change priority</td>
<td></td>
<td>02/13/2018 02:36 AM</td>
</tr>
<tr>
<td>2411</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Error al iniciar servicio suricata Centos 7</td>
<td></td>
<td>02/18/2019 09:55 AM</td>
</tr>
<tr>
<td>2401</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Detect last CPU's vulnerabilities</td>
<td></td>
<td>11/21/2018 11:10 AM</td>
</tr>
<tr>
<td>2396</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>I enabled http-log setting, but got an empty http-log.log</td>
<td></td>
<td>02/18/2019 09:54 AM</td>
</tr>
<tr>
<td>2383</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>suricata doesn't works</td>
<td></td>
<td>03/22/2018 04:11 AM</td>
</tr>
<tr>
<td>2369</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>option force-filestore generate truncated file</td>
<td></td>
<td>03/25/2020 05:57 AM</td>
</tr>
<tr>
<td>2366</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata returned an error processing this pcap</td>
<td></td>
<td>12/15/2017 05:09 PM</td>
</tr>
<tr>
<td>2322</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>create place for easy sharing of test cases</td>
<td>Community Ticket</td>
<td>11/01/2019 01:05 PM</td>
</tr>
<tr>
<td>2271</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>eve-log (JSON) correlation</td>
<td></td>
<td>11/21/2018 02:42 PM</td>
</tr>
<tr>
<td>2188</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata IPS with Bypass Switch Recommendation</td>
<td>Community Ticket</td>
<td>06/15/2019 10:04 PM</td>
</tr>
<tr>
<td>2182</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Rootkit assessment with Suricata</td>
<td></td>
<td>02/18/2019 09:52 AM</td>
</tr>
<tr>
<td>2181</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Win32 Suricata has these errors and bugs</td>
<td></td>
<td>02/18/2019 09:52 AM</td>
</tr>
<tr>
<td>2180</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>HTTP matching does partially not work for 3.2.2 and 4.0.0rc1 under CentOS 7</td>
<td>07/13/2017 11:06 AM</td>
<td></td>
</tr>
<tr>
<td>2140</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>all pd32 files get truncated when using file extraction</td>
<td></td>
<td>02/18/2019 09:51 AM</td>
</tr>
<tr>
<td>2139</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata IPS Inline on a router not working</td>
<td></td>
<td>07/04/2017 03:28 PM</td>
</tr>
<tr>
<td>2137</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>RRNAME recording as random values for UDP DNS A queries</td>
<td></td>
<td>06/09/2017 08:50 AM</td>
</tr>
<tr>
<td>2135</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata IPS Inline on a bridge not working</td>
<td>OISF Dev</td>
<td>07/22/2017 04:54 PM</td>
</tr>
<tr>
<td>2128</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata and Hyperscan</td>
<td></td>
<td>06/16/2017 04:17 AM</td>
</tr>
<tr>
<td>2126</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>IPS Mode &amp; Pseudo Packets</td>
<td></td>
<td>06/16/2017 04:16 AM</td>
</tr>
<tr>
<td>2120</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Disable rule-set emerging-chat.rules.</td>
<td></td>
<td>02/18/2019 09:51 AM</td>
</tr>
<tr>
<td>2106</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Management rules on different nodes.</td>
<td></td>
<td>06/03/2017 06:28 AM</td>
</tr>
<tr>
<td>2065</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Correlation engine tool for Suricata</td>
<td></td>
<td>03/17/2017 04:27 PM</td>
</tr>
<tr>
<td>2063</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Correlate with Suricata</td>
<td></td>
<td>03/17/2017 04:28 PM</td>
</tr>
<tr>
<td>2059</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Lots of &quot;zero length padN option&quot; alerts</td>
<td>Orion Poplawski</td>
<td>10/19/2017 12:57 AM</td>
</tr>
<tr>
<td>2040</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>ERRCODE: SC_ERR_AFP_CREATE(190) fail to start</td>
<td></td>
<td>02/17/2017 03:10 AM</td>
</tr>
<tr>
<td>2002</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>log routing / conditional logging</td>
<td></td>
<td>10/19/2017 12:57 AM</td>
</tr>
<tr>
<td>1996</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata worked in IDS mode, Could detection the https attack?</td>
<td></td>
<td>11/19/2018 04:25 AM</td>
</tr>
<tr>
<td>1992</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Testing DDOS attack</td>
<td></td>
<td>10/19/2017 12:57 AM</td>
</tr>
<tr>
<td>#</td>
<td>Tracker</td>
<td>Status</td>
<td>Priority</td>
<td>Subject</td>
<td>Assignee</td>
<td>Updated</td>
</tr>
<tr>
<td>-----</td>
<td>---------</td>
<td>----------</td>
<td>----------</td>
<td>-------------------------------------------------------------------------</td>
<td>------------------</td>
<td>--------------------</td>
</tr>
<tr>
<td>1990</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Rule management updation using pulledpork</td>
<td></td>
<td>02/18/2019 09:48 AM</td>
</tr>
<tr>
<td>1986</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata works not well that Port-monitor only in incoming traffic</td>
<td></td>
<td>02/10/2017 02:17 AM</td>
</tr>
<tr>
<td>1980</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata gateway not matching http protocol</td>
<td></td>
<td>12/14/2016 05:50 AM</td>
</tr>
<tr>
<td>1968</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata syntax error on autogen.sh - unexpected token 'elif'</td>
<td></td>
<td>10/19/2017 12:57 AM</td>
</tr>
<tr>
<td>1964</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>[installation] ERROR! libhttp was found but it is neither &gt;= 0.5.20, nor the dev 0.5.X</td>
<td></td>
<td>12/01/2016 05:50 AM</td>
</tr>
<tr>
<td>1945</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>The http output in lua</td>
<td></td>
<td>02/10/2017 02:35 AM</td>
</tr>
<tr>
<td>1921</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata no HTTP data, only sees &quot;toserver&quot; packets</td>
<td></td>
<td>10/14/2016 07:14 AM</td>
</tr>
<tr>
<td>1908</td>
<td>Support</td>
<td>Closed</td>
<td>Low</td>
<td>about logstash kibana and unified alert logs</td>
<td></td>
<td>02/10/2017 02:41 AM</td>
</tr>
<tr>
<td>1905</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>kibana,logstash</td>
<td></td>
<td>10/03/2016 07:15 AM</td>
</tr>
<tr>
<td>1901</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>using cinkmaster for downloading snort vrt rule set</td>
<td></td>
<td>09/28/2016 10:33 AM</td>
</tr>
<tr>
<td>1900</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Field http.hostname not being parsed out correctly.</td>
<td></td>
<td>05/07/2019 02:59 PM</td>
</tr>
<tr>
<td>1897</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>hyperscan</td>
<td></td>
<td>11/29/2016 03:34 AM</td>
</tr>
<tr>
<td>1895</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>changing suricata api’s to dpdk</td>
<td></td>
<td>02/10/2017 02:49 AM</td>
</tr>
<tr>
<td>1891</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Http sessions are not extracted from pcap file</td>
<td></td>
<td>09/20/2016 02:32 AM</td>
</tr>
<tr>
<td>1890</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata doesn't intercept HTTP-traffic with content size &gt; 773 bytes</td>
<td></td>
<td>09/29/2016 03:53 AM</td>
</tr>
<tr>
<td>1883</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>About suricata pcap autofp mode some configure question</td>
<td></td>
<td>02/10/2017 03:20 AM</td>
</tr>
<tr>
<td>1882</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>I don't know why the 2nd file TRUNCATED</td>
<td>seungho yang</td>
<td>09/05/2020 09:41 PM</td>
</tr>
<tr>
<td>1877</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Cores using by suricata</td>
<td></td>
<td>11/29/2016 03:35 AM</td>
</tr>
<tr>
<td>1869</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Tag rule option</td>
<td></td>
<td>08/29/2016 06:54 AM</td>
</tr>
<tr>
<td>1868</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>SOCK_RAW allocation failed: Too many open files</td>
<td></td>
<td>08/23/2016 07:11 AM</td>
</tr>
<tr>
<td>1859</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata IPS Physical connectivity</td>
<td></td>
<td>02/10/2017 03:38 AM</td>
</tr>
<tr>
<td>1850</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>File I/O in lua script</td>
<td></td>
<td>09/01/2016 03:21 AM</td>
</tr>
<tr>
<td>1832</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>missed http log</td>
<td></td>
<td>10/19/2017 12:57 AM</td>
</tr>
<tr>
<td>1831</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>not support Hyperscan using apt-get</td>
<td>Peter Manev</td>
<td>02/18/2019 09:57 AM</td>
</tr>
<tr>
<td>1825</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>the memory flow release,but the IPS process takes up resources did not decrease</td>
<td></td>
<td>02/10/2017 03:43 AM</td>
</tr>
<tr>
<td>1820</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>IPS inline host-os-policy</td>
<td>OISF Dev</td>
<td>10/19/2017 12:57 AM</td>
</tr>
<tr>
<td>1818</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>smtp - extraction multiple attachments</td>
<td></td>
<td>07/04/2016 10:50 AM</td>
</tr>
<tr>
<td>1796</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>PCAP_CNT value does not match Frame Number on TSHARK or Wireshark</td>
<td></td>
<td>06/03/2016 04:41 AM</td>
</tr>
<tr>
<td>1791</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Kernel Drops: Thread occasionally Spike to 100%</td>
<td>Aleksey Katargin</td>
<td>09/27/2019 01:11 PM</td>
</tr>
<tr>
<td>1787</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>FreeBSD netmap: [ERRCODE: SC_ERR_NETMAP_READ(264)] - Invalid polling request</td>
<td></td>
<td>06/01/2016 07:14 AM</td>
</tr>
<tr>
<td>1781</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>fast.log stops updating</td>
<td></td>
<td>06/01/2016 05:10 AM</td>
</tr>
<tr>
<td>1756</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>how output custom log to mysql?</td>
<td></td>
<td>02/10/2017 03:51 AM</td>
</tr>
<tr>
<td>1755</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Hypercan not even looked for when compiling on FreeBSD</td>
<td></td>
<td>04/01/2016 08:44 AM</td>
</tr>
<tr>
<td>#</td>
<td>Tracker</td>
<td>Status</td>
<td>Priority</td>
<td>Subject</td>
<td>Assignee</td>
<td>Updated</td>
</tr>
<tr>
<td>-----</td>
<td>---------</td>
<td>---------</td>
<td>----------</td>
<td>-------------------------------------------------------------------------</td>
<td>------------------------------</td>
<td>--------------------</td>
</tr>
<tr>
<td>1733</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Update user documentation - #1535 Expose the certificate itself in TLS-lua</td>
<td>Mats Klepsland</td>
<td>03/17/2016 09:19 AM</td>
</tr>
<tr>
<td>1687</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>[OpenSUSE] S3.0 building problem</td>
<td></td>
<td>02/02/2016 05:08 AM</td>
</tr>
<tr>
<td>1681</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Missing commands in suricatasc</td>
<td></td>
<td>01/29/2016 03:18 AM</td>
</tr>
<tr>
<td>1677</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>how use pcre-jit and CUDA in lua script</td>
<td></td>
<td>02/09/2016 10:19 AM</td>
</tr>
<tr>
<td>1667</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Compilation under Cygwin - Windows 10</td>
<td></td>
<td>06/15/2016 05:15 AM</td>
</tr>
<tr>
<td>1633</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>IP Reputation load error</td>
<td></td>
<td>12/08/2015 10:32 AM</td>
</tr>
<tr>
<td>1609</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>3.0RC1 file extraction</td>
<td></td>
<td>06/15/2016 05:16 AM</td>
</tr>
<tr>
<td>1588</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>drop event on bittorrent is not working.</td>
<td></td>
<td>06/16/2016 02:54 AM</td>
</tr>
<tr>
<td>1580</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>HTTP not processed when used on Debian 8 Stable Jessie</td>
<td></td>
<td>04/13/2016 10:59 AM</td>
</tr>
<tr>
<td>1538</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Problem following the windows install guide</td>
<td>Peter Manev</td>
<td>04/26/2016 05:50 PM</td>
</tr>
<tr>
<td>1534</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>P2P rules in emerging-p2p.rules not blocking p2p traffic</td>
<td></td>
<td>06/16/2016 02:55 AM</td>
</tr>
<tr>
<td>1533</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Potential problem with detecting Windows EXE download</td>
<td></td>
<td>02/16/2016 03:02 PM</td>
</tr>
<tr>
<td>1532</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>File Extraction but truncate into several file.x and file.x.meta</td>
<td></td>
<td>12/10/2018 07:55 PM</td>
</tr>
<tr>
<td>1511</td>
<td>Support</td>
<td>Closed</td>
<td>High</td>
<td>Suricata logs are no longer being generated</td>
<td></td>
<td>01/02/2016 04:46 AM</td>
</tr>
<tr>
<td>1477</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Kibana configured but not working</td>
<td></td>
<td>05/30/2015 09:43 AM</td>
</tr>
<tr>
<td>1474</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>[ERRCODE: SC_ERR_AFP_CREATE(190)] - Couldn't find iface eth0</td>
<td></td>
<td>05/27/2015 03:35 PM</td>
</tr>
<tr>
<td>1436</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>IPv6 packet was detected as IPv4</td>
<td>Song Liu</td>
<td>04/24/2015 04:35 PM</td>
</tr>
<tr>
<td>1433</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Transaction can be logged before stream reassembly and parsing are complete</td>
<td></td>
<td>04/01/2015 09:50 AM</td>
</tr>
<tr>
<td>1432</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Reassembling segments with size &gt; 1500</td>
<td></td>
<td>06/15/2016 05:28 AM</td>
</tr>
<tr>
<td>1428</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Flow-keywords clarification</td>
<td></td>
<td>03/23/2015 12:00 PM</td>
</tr>
<tr>
<td>1415</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>configure make make fails</td>
<td>Brian Koch</td>
<td>12/23/2015 05:40 PM</td>
</tr>
<tr>
<td>1413</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata - Which hardware does I need?</td>
<td></td>
<td>06/15/2016 05:32 AM</td>
</tr>
<tr>
<td>1407</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Determine the direction of a packet</td>
<td></td>
<td>06/16/2016 02:58 AM</td>
</tr>
<tr>
<td>1400</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Reordering packet in Suricata</td>
<td></td>
<td>06/15/2016 05:33 AM</td>
</tr>
<tr>
<td>1368</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Reject rules when out of band</td>
<td></td>
<td>06/16/2016 03:00 AM</td>
</tr>
<tr>
<td>1362</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>how to fix &quot;no Modbus TCP config found, enabling Modbus detection on port 502&quot; warning when starting suricata?</td>
<td></td>
<td>01/13/2015 04:29 PM</td>
</tr>
<tr>
<td>1356</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>can suricata detect self-signed certificates</td>
<td></td>
<td>06/16/2016 03:01 AM</td>
</tr>
<tr>
<td>1306</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricatasc: Python Unix Socket</td>
<td></td>
<td>06/15/2016 05:34 AM</td>
</tr>
<tr>
<td>1291</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>http.log is empty</td>
<td></td>
<td>06/15/2016 05:36 AM</td>
</tr>
<tr>
<td>1266</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Limit size - output unified2</td>
<td></td>
<td>06/16/2016 03:01 AM</td>
</tr>
<tr>
<td>1255</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Event logging with unified2</td>
<td></td>
<td>12/23/2015 05:25 PM</td>
</tr>
<tr>
<td>1232</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>How to detect packet loss</td>
<td></td>
<td>06/15/2016 05:41 AM</td>
</tr>
<tr>
<td>#</td>
<td>Tracker</td>
<td>Status</td>
<td>Priority</td>
<td>Subject</td>
<td>Assignee</td>
<td>Updated</td>
</tr>
<tr>
<td>-------</td>
<td>---------</td>
<td>--------</td>
<td>----------</td>
<td>---------------------------------------------------</td>
<td>---------------------</td>
<td>----------------------</td>
</tr>
<tr>
<td>1227</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Documentation for yaml dns-log</td>
<td></td>
<td>06/17/2015 08:17 AM</td>
</tr>
<tr>
<td>1226</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Documentation for yaml include</td>
<td>Andreas Moe</td>
<td>07/14/2014 02:50 AM</td>
</tr>
<tr>
<td>1225</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>configure: error: libnetfilter_queue/libnetfilter_queue.h not found</td>
<td></td>
<td>02/02/2016 04:19 AM</td>
</tr>
<tr>
<td>1213</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>HTTP reassembly problem - Suricata 2.0.1</td>
<td></td>
<td>03/03/2016 03:40 AM</td>
</tr>
<tr>
<td>1207</td>
<td>Support</td>
<td>Closed</td>
<td>Low</td>
<td>Cannot compile on CentOS 5 x64 with --enable-profiling</td>
<td>Victor Julien</td>
<td>07/15/2014 07:08 AM</td>
</tr>
<tr>
<td>1187</td>
<td>Support</td>
<td>Closed</td>
<td>Low</td>
<td>Documentation for CPU Affinity</td>
<td>Peter Manev</td>
<td>05/01/2014 03:23 AM</td>
</tr>
<tr>
<td>1164</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>configure: error: libnetfilter_queue/libnetfilter_queue.h not found ...</td>
<td></td>
<td>04/07/2014 07:25 AM</td>
</tr>
<tr>
<td>1034</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Help needed with proper IP block rule syntax using Suricata</td>
<td></td>
<td>12/04/2013 02:25 AM</td>
</tr>
<tr>
<td>889</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>PF_RING not enabled error when starting Suricata</td>
<td></td>
<td>04/24/2015 04:36 AM</td>
</tr>
<tr>
<td>869</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>1.4.3: Solaris 10 &amp; 11 SPARC &amp; i86pc build HOWTO</td>
<td></td>
<td>10/19/2017 12:57 AM</td>
</tr>
<tr>
<td>836</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Unix Socket - Lucid</td>
<td></td>
<td>06/24/2013 04:02 AM</td>
</tr>
<tr>
<td>605</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Missing Suricata.exe file</td>
<td></td>
<td>12/07/2012 09:31 AM</td>
</tr>
<tr>
<td>501</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Installing yaml package....</td>
<td></td>
<td>08/07/2012 04:36 AM</td>
</tr>
<tr>
<td>481</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Create a Bash script init for Ubuntu</td>
<td></td>
<td>07/04/2012 04:02 AM</td>
</tr>
<tr>
<td>472</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Does suricata support daq</td>
<td></td>
<td>06/08/2012 07:53 AM</td>
</tr>
<tr>
<td>406</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>How to make Suricata auto start at system starup</td>
<td></td>
<td>05/16/2012 05:36 AM</td>
</tr>
<tr>
<td>391</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>How to disable saving of Suricata logs</td>
<td></td>
<td>01/19/2012 06:25 AM</td>
</tr>
<tr>
<td>378</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Ubuntu PPA</td>
<td>Peter Manev</td>
<td>04/24/2015 04:43 AM</td>
</tr>
<tr>
<td>371</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>doc updates in source tree</td>
<td>Peter Manev</td>
<td>01/13/2012 06:18 AM</td>
</tr>
<tr>
<td>305</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Suricata exits during startup when loading large rule files</td>
<td>Victor Julien</td>
<td>07/04/2012 03:46 AM</td>
</tr>
<tr>
<td>302</td>
<td>Support</td>
<td>Closed</td>
<td>Low</td>
<td>Include threshold.config file</td>
<td>Eric Leblond</td>
<td>09/06/2012 12:47 AM</td>
</tr>
<tr>
<td>297</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>IPFW divert based on suricata/snort rules?</td>
<td></td>
<td>07/26/2011 10:51 AM</td>
</tr>
<tr>
<td>87</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Test IPFW functionality on Mac OSX and provide results.</td>
<td>Pablo Rincon</td>
<td>02/17/2010 02:11 AM</td>
</tr>
<tr>
<td>70</td>
<td>Support</td>
<td>Closed</td>
<td>Normal</td>
<td>Error names should have uniform starting</td>
<td>OISF Dev</td>
<td>02/15/2010 09:05 AM</td>
</tr>
</tbody>
</table>